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A. Message forwarding 
B.   Sending new messages from server to server 
C. Message creation 
D. Message retrieval 

Answer: D 

QUESTION: 136 

What is the element of RMON that acts as a collector agent?
 

A. Management station 
B.  MIB  
C. Probe 
D. Console 

Answer: C 

QUESTION: 137 
The image below is a view of a Sniffer Detail window. What was the frame data shown in the 
illustration sent by? 

A. Agent 
B.   Manager 
C. MIB 
D. Requester 

Answer: A 

QUESTION: 138 

SNMP TRAPS communicate over IP using which port?
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A. TCP/161 
B.  UDP/161 
C. TCP/162 
D.   UDP/162 

Answer: D 

QUESTION: 139 
What actions should you take to look for evidence of a virus in your network? Select all that 
apply. 

A. Capture on a network that is infected 
B.   Create a multi part pattern match filter 
C. Look in the Expert for diagnoses 
D. Look for virus behavior pattern clues in the frames 

Answer: A, B, D 


QUESTION: 140 

Which SNMP message is used by an agent to send an unsolicited message?
 

A. GET 
B.   GET-BULK 
C. SET 
D. TRAP 

Answer: D 

QUESTION: 141 
What steps are helpful in determining the source of slow response times across multiple 
segments? Select all that apply 

A. Capture on each network segment if possible 
B.   Line up the frames in the Detail window 
C. Compare the delta times between frames on each segment 
D. Analyze ART graphs for each segment 

Answer: A, B 

QUESTION: 142 
Which term describes the structure for storing and distributing SNMP 
data, with vendor extensions allowed? 
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A. SNMP 
B.  MIB 
C. CMOT  
D. TRAPS 

Answer: B 

QUESTION: 143 

Which Monitor application will not be helpful in noticing hacker attacks? 


A. Size Distribution 
B.  Protocol Distribution 
C. Matrix 
D. History Samples 

Answer: D 

QUESTION: 144 
Choose all that apply.  Which of the following are defined in RFC as network management 
protocols? 

A.   RMON 
B.   CMIP 
C. SNMP 
D. SNMPv3 

Answer: A, C, D 


QUESTION: 145 

A BootP relay agent is needed when a node requiring DHCP or BootP services is:
 

A.   On the same side of a router as the BootP or DHCP server 
B.   Configured with a static address 
C. On the other side of a router from the BootP or DHCP server 
D. Renewing a lease 

Answer: C 

QUESTION: 146 
The image below is a view of the Sniffer Decode window. The frame displayed in the image was 
sent to which port? 
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A.   UDP/68 
B.  TCP/67 
C. TCP/68 
D.   UDP/67 

Answer: D 

QUESTION: 147 

Which parameter unique to DHCP does BootP not handle?
 

A.   IP address 
B.  Subnet mask 
C. Default router 
D. Lease renewal and rebinding times 

Answer: D 

QUESTION: 148 

Which frame is not sent when the Cisco Skinny telephone registers with the Call Manager?
 

A. Station Register 
B.   Station IP Address 
C. Station IP port 
D. Station Capabilities Request 

Answer: B 

QUESTION: 149 
SCCP is a standard for: 
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A. Graphics exchange 
B.   File sharing 
C. Handling voice over IP 
D. Interactive terminal access 

Answer: C 

QUESTION: 150 

RTP is related to which technology? 


A. High-speed routing in a switched environment 
B. File access 
C.   WAN media interfaces 
D. Transport of time-sensitive data across networks 

Answer: D 
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