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QUESTION: 62 
Which of the following statements describes the benefit to the network administrator of 
archiving device configurations? 

A.   To reconfigure a device from a BOOTP state 
B. To reconfigure device access properties after a device reset 
C. To isolate the source of network problems due to changes in configuration files 
D. All of the above 
E. A and C 

Answer: E 

QUESTION: 63 
Which of the following actions can Atlas Console initiate when certain alarms, events or 
traps occur on the network? 

A.   Send an e-mail notification and then shut down Atlas Console 
B.   Send an e-mail notification or run a program 
C. Write the event log to an HTML file for web-based viewing 
D. Run a program or shut down Atlas Console 
E. A and C only 

Answer: B 

QUESTION: 64
 
Which of the following network components is represented by a network object?
 

A.   Range of IP addresses 
B.  Subnets 
C. Dynamic objects 
D. Hosts 
E. All of the above 
F.  A, B and D 
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Answer: E 

QUESTION: 65 
Console displays VLAN device and model settings in a side-by-side manner for which 
of the following VLAN tab views?? 

A.  Basic Port View 
B.  Advanced Port View 
C. Device View 
D. All of the above 
E. B and C only 

Answer: E 

QUESTION: 66
 
How is it possible to protect a map from accidental editing?
 

A.   It is not possible to protect a map from accidental editing. 
B.   Edit the map properties to remove write privileges. 
C. Click the Edit button to hide the Placement Panel. 
D. None of the above 

Answer: C 

QUESTION: 67
 
What is the purpose of the Packet Evaluation Tool?
 

A.   To verify that the packet will hit selected ACLs based on other router configurations 
B.  To test whether a defined packet will be denied or allowed based on selected ACL 
C. To evaluate packet syntax 
D. All of the above 

Answer: B 
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QUESTION: 68 
With SNMPv3, message integrity is checked 

A.   to prevent disclosure of sensitive information while en route 
B. to make sure the user has permission to access the device 
C. to verify the message was not modified en route 
D. to read or to modify subsets of the target data 
E. Both A and B 

Answer: C 

QUESTION: 69 
The Packet Evaluation Tool can be used as a troubleshooting aid to exclude an ACL as 
the source of routing issues. 

A.  True 
B.  False 

Answer: A 

QUESTION: 70 
Which version uses IP address-based access lists and community strings for 
authentication? 

A.  SNMPv1 
B.  SNMPv2 
C. SNMPv3 
D. A and B 
E. All of the above 

Answer: D 
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