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B. All placed in the same guest VLAN or several guest VLANs 
C. Isolated from communicating to one another 
D. Placed on the production VLAN and each controlled with policy 

Answer: B 

QUESTION: 90 
As defined in NetSight Policy Managers demo.pmd file, the Guest Access policy role is 
associated to: 

A. No services 
B. The Deny Spoofing & Other Administrative Protocols service only 
C. The Deny Unsupported Protocol Access service only 
D. All services grouped under the Secure Guest Access service group 

Answer: D 

QUESTION: 91 

In the deployment of static policy on the network, NetSight Policy Manager: 


A. Classifiesingressed traffic locally on the device where NetSight Policy Manager is 
installed 
B. Defines and pushes a policy configuration out to devices on the network 
C. Is used to update the policy configuration of a switch after it is rebooted 
D. Maintains periodic contact with policy-capable switches on the network so the switch can 
pull down the policy configuration on demand 

Answer: B 

QUESTION: 92 
The advantages to using protocol-based containment via policy for guest networking over 
VLANbased containment is: 

A. Policy drops unwanted traffic sourced from guests before this traffic enters the network 
B. Policy can be configured to control how guests communicate to other guests on the 
network, even within the same VLAN 
C. Guest users can reside on the production VLAN while network security is maintained. 
Therefore, guest VLANs do not need to be deployed on the network 
D. All of the above 
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Answer: D 

QUESTION: 93 

Which of the following services, as defined by demo.pmd in NetSight Policy Manager, 

reduces networkcongestion by removing legacy protocols from the network such as IPX?
 

A. Deny Unsupported Protocol Access service 
B. Deny Spoofing & other Administrative Protocols service 
C. Threat Management service 
D. Limit Exposure toDoS Attacks service 

Answer: A 

QUESTION: 94 
As defined in NetSight Policy Managers demo.pmd file, the Secure Guest Access Service 
Group: 

A. Allows PPTP and HTTP traffic only, and discards all other traffic 
B. Allows HTTP, DNS, and DHCP traffic only, anddiscards all other traffic 
C. Allows PPTP, HTTP, DNS, and DHCP traffic, anddenies access to all other TCP/UDP 
ports and unsupported protocols on the network 
D. Discards all traffic 

Answer: C 

QUESTION: 95 
As defined in NetSight Policy Managers demo.pmd file, the Enterprise Access policy role is 
associated to: 

A. No services 
B. The Deny Spoofing & Other Administrative Protocols service only 
C. The Deny Unsupported Protocol Access service only 
D. All services grouped under the Acceptable Use Policy service group 

Answer: D 

QUESTION: 96 
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Which of the following is not a traffic attribute for which a classification rule may be 
configured? 

A. MAC address 
B. PHY and PMD sub-layers 
C. TCP/UDP port number 
D. IP address 

Answer: B 

QUESTION: 97 

Which of the following services, as defined by demo.pmd in NetSight Policy Manager, 

protects the network from well-known layer 4 ports utilized in various attacks and exploits on 

the network?
 

A. Deny Unsupported Protocol Access service 
B. Deny Layer 4 Attack Ports service 
C. Threat Management service 
D. Application Provisioning - AUP service 

Answer: C 

QUESTION: 98 
As defined in NetSight Policy Managers demo.pmd file, the Application Provisioning - 
Supplemental service is associated to the: 

A. Enterprise User role only 
B. Enterprise User role and Enterprise Access role 
C. Enterprise Access role only 
D. Enterprise Access and Guest Access role 

Answer: A 

QUESTION: 99 

The RADIUS Filter-ID parameter is used to: 


A. Authenticate users 
B. Authenticate a RADIUS client 
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C. Pass policy information to a switch to authorize an authenticated user with a level of 
network access 
D. Discard traffic destined for a RADIUS server 

Answer: C 

QUESTION: 100 

Port Groups can be used in NetSight Policy Manager to: 


A. Group ports based on location 
B. Group ports based on speed 
C. Group ports based on whetheruntrusted users have physical access to these ports 
D. All of the above 

Answer: D 
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