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Question: 100

Which two features are components of the Cisco Web Security Appliance? (Choose two.)
A. encryption
B. URL filtering
C. user identity tracking
D. antispam defense
E. impact assessment
F. Cisco Application Visibility and Control
G. context awareness
H. device profiling and onboarding

Answer: B,F 

Question: 101

Cisco Content Security integrates seamlessly with existing security and network infrastructures.
This statement describes which Cisco value?
A. time-to-value
B. protection
C. control
D. scalability
E. flexibility
F. agility

Answer: E 

Question: 102

Which two solutions are main components of Cisco Content Security? (Choose two.)
A. Cisco ASA Next-Generation Firewall
B. Cisco Web Security
C. Cisco Remote-Access VPN
D. Sourcefire Next-Generation Intrusion Prevention System
E. Cisco Email Security
F. Cisco Advanced Malware Protection

Answer: B,E

Question: 103

Which Cisco security technology delivers the best real-time threat intelligence?
A. Cisco ASA Next-Generation Firewall
B. Cisco Identity Services Engine



C. Cisco Security Manager
D. Cisco Security Intelligence Operations
E. Cisco TrustSec

Answer: D

Question: 104

Which three values should you use to position Cisco security solutions? (Choose three.)
A. time-to-value
B. protection
C. control
D. integration
E. flexibility
F. agility
G. scalability

Answer: B,C,E 

Question: 105

In the Cisco future solutions architecture framework, the security solutions are directly built upon which
component?
A. management and intelligence capabilities
B. Cisco security platforms
C. third-party applications
D. security intelligence operations

Answer: B 

Question: 106

The current Cisco comprehensive framework solutions are divided into which three categories? (Choose three.)
A. Content Security
B. Cloud Security
C. Network Security
D. Access Security
E. Data Center Security
F. Internet Security
G. Advanced Malware Protection

Answer: A,C,D

Question: 107

Which three options describe the main problems with traditional security solutions? (Choose three.)
A. fragmented solutions
B. the lack of management solutions
C. missing components
D. solutions being pieced together



E. the lack of a cloud solution
F. the lack of a firewall
G. security gaps

Answer: A,D,G

Question: 108

Which two business use trends have surfaced in the last five years and require nontraditional security? (Choose
two.)
A. BYOD
B. Wi-Fi connections
C. partial URL and application blocking
D. third-party applications
E. web and email attacks
F. a large number of remote employees

Answer: A,F

Question: 109

Which feature of the Cisco security appliance provides “who-what-where-when-how” information about any
requests for network access?
A. basic management
B. web application controls
C. authorized access
D. Cisco Application Visibility and Control
E. context awareness

Answer: E

Question: 110

Which VPN offering removes the need for point-to-point GRE tunnels?
A. standard IPsec VPN
B. Cisco Easy VPN
C. Cisco GRE-based VPN
D. Cisco DMVPN
E. Cisco GET VPN

Answer: E



https://killexams.com/search

