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Answer: D

QUESTION: 130
Which two Symantec Gateway Security 300 Series models have two WAN ports? (Choose two.)

A. 320
B. 320R
C. 360
D. 360F
E. 360R

Answer: C, E

QUESTION: 131
How should you configure a backup Internet connection on a Symantec Gateway Security 320?

A. Configure a redundant IP on the WAN port.
B. Configure the WAN2 port to connect to your ISP.
C. Connect a modem to the serial port and configure a dialup account.
D. Connect a modem to the CardBus port and configure a dialup account.

Answer: C

QUESTION: 132
What is another term commonly used for NAT?

A. IP spoofing
B. IP masquerading
C. IP address proxying
D. IP packet address translation

Answer: B

QUESTION: 133
Which two protocols are types of VPN encapsulation methods? (Choose two.)

A. L2TP  
B. SLIP  
C. IPSec  
D. CHAP  
E. PPPoE  

**Answer:** A, C  

**QUESTION:** 134  
Your ISP assigns you network 216.13.156.64/27. What is the maximum number of hosts you can have?

A. 30  
B. 32  
C. 62  
D. 64  

**Answer:** A
QUESTION: 135
Your ISP assigns you network 216.13.156.64/27. What is the maximum number of subnets you can create?

A. 4
B. 8
C. 16
D. 32

Answer: B

QUESTION: 136
Which two methods are used by VPN technology to ensure data integrity? (Choose two.)

A. AES
B. MD5
C. SHA1
D. 3DES

Answer: B, C

QUESTION: 137
Which firewall technology can inspect packets at the application layer?

A. SOCKS
B. proxy-based
C. circuit level gateway
D. stateful packet filtering

Answer: B

QUESTION: 138
Which three can a proxy-based firewall do? (Choose three.)

A. hide addresses on the internal network
B. track each connection across all interfaces
C. inspect encrypted traffic at the application layer  
D. allow for logging of events at the application layer

**Answer:** A, B, D

**QUESTION:** 139
Which address is used to identify source and destination at the TCP/IP link layer?

A. IP  
B. Port  
C. Host  
D. MAC

**Answer:** D

**QUESTION:** 140
Your customer has configured their internal network to use the 64.124.0.0/16 network and is using NAT to route to the Internet. They are complaining that the Symantec LiveUpdate service is not functioning properly. How should you fix the problem?

A. Configure the NAT to use dynamic DNS.  
B. Configure the NAT to route the 64.124.0.0/16 network to the Internet.  
C. Reconfigure the internal network to use an accepted private network address.  
D. Add a static route from the 64.124.0.0/16 network to the Symantec LiveUpdate servers.

**Answer:** C
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