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**QUESTION: 92**

**HOTSPOT**

Your company has a Microsoft Azure Active Directory (Azure AD) tenant and computers that run Windows 10. The company uses Microsoft Intune to manage the computers. The Azure AD tenant has the users shown in the following table.

<table>
<thead>
<tr>
<th>Name</th>
<th>Member of</th>
</tr>
</thead>
<tbody>
<tr>
<td>User1</td>
<td>Group1</td>
</tr>
<tr>
<td>User2</td>
<td>Group1, Group2</td>
</tr>
<tr>
<td>User3</td>
<td>None</td>
</tr>
</tbody>
</table>

The device type restrictions in Intune are configured as shown in the following table:

<table>
<thead>
<tr>
<th>Priority</th>
<th>Name</th>
<th>Allowed platform</th>
<th>Assigned to</th>
</tr>
</thead>
<tbody>
<tr>
<td>1</td>
<td>Policy1</td>
<td>Android, iOS, Windows (MDM)</td>
<td>None</td>
</tr>
<tr>
<td>2</td>
<td>Policy2</td>
<td>Windows (MDM)</td>
<td>Group2</td>
</tr>
<tr>
<td>3</td>
<td>Policy3</td>
<td>Android, iOS</td>
<td>Group1</td>
</tr>
<tr>
<td>Default</td>
<td>All users</td>
<td>Android, Windows (MDM)</td>
<td>All users</td>
</tr>
</tbody>
</table>

User3 is a device enrollment manager (DEM) in Intune. For each of the following statements, select Yes if the statement is true. Otherwise, select No. NOTE: Each correct selection is worth one point.

- **User1 can enroll a Windows device in Intune.**  
- **User2 can enroll a Windows device in Intune.**
- **User3 can enroll an iOS device in Intune.**

**Answer:**

[Select Yes or No for each statement]
Your network contains an Active Directory domain named contoso.com. The domain contains computers that run Windows 10 and are joined to the domain. The domain is synced to Microsoft Azure Active Directory (Azure AD). You create an Azure Log Analytics workspace and deploy the Device Health solution. You need to enroll the computers in Windows Analytics. Which Group Policy setting should you configure?

A. Specify intranet Microsoft update service location
B. Allow Telemetry
C. Configure the Commercial ID
D. Connected User Experiences and Telemetry

**Answer:** C

**Explanation:**
Microsoft uses a unique commercial ID to map information from user computers to your Azure workspace. Copy your commercial ID key from any of the Windows Analytics solutions you have added to your Windows Portal, and then deploy it to user computers.

**References:**

**QUESTION: 94**
You need to enable Windows Defender Credential Guard on computers that run Windows 10.
What should you install on the computers?

A. Hyper-V  
B. Windows Defender Application Guard  
C. a guarded host  
D. containers

**Answer:** A

**QUESTION:** 95  
**HOTSPOT**  
Your network contains an Active Directory domain. Active Directory is synced with Microsoft Azure Active Directory (Azure AD). There are 500 domain-joined computers that run Windows 10. The computers are joined to Azure AD and enrolled in Microsoft Intune. You plan to implement Windows Defender Explogt Guard. You need to create a custom Windows Defender Explogt Guard policy, and then distribute the policy to all the computers. What should you do? To answer, select the appropriate options in the answer area. NOTE: Each correct selection is worth one point.

**Tool to use to configure the settings:**  
Security & Compliance in Microsoft 365  
Windows Configuration Designer  
Windows Defender Security Center

**Distribution method:**  
An Azure policy  
A Group Policy object (GPO)  
An Intune device compliance policy

**Answer:**
You have devices enrolled in Microsoft Intune as shown in the following table.

<table>
<thead>
<tr>
<th>Name</th>
<th>Platform</th>
<th>Member of</th>
</tr>
</thead>
<tbody>
<tr>
<td>Device1</td>
<td>Windows 10</td>
<td>Group1, Group3</td>
</tr>
<tr>
<td>Device2</td>
<td>Android</td>
<td>Group2, Group3</td>
</tr>
<tr>
<td>Device3</td>
<td>Windows 10</td>
<td>Group3</td>
</tr>
<tr>
<td>Device4</td>
<td>Windows 10</td>
<td>Group2</td>
</tr>
<tr>
<td>Device5</td>
<td>Windows 10</td>
<td>Group1</td>
</tr>
</tbody>
</table>

You create an app protection policy named Policy1 that has the following settings:

- Platform: Windows 10
- Protected apps: App1
- Exempt apps: App2
- Network boundary: Cloud resources, IPv4 ranges

You assign Policy1 to Group1 and Group2. You exclude Group3 from Policy1. Which devices will apply Policy1?

A. Device1, Device2, Device4, and Device5
B. Device1, Device4, and Device5 only
C. Device4 and Device5 only
D. Device1, Device3, Device4 and Device5

Answer: A

Explanation:
Policy1 is applied to all devices in Group1 and Group2. It is not applied to any devices in Group3, unless those devices are also members of Group1 or Group2.
Note: The phrase "You exclude Group3 from Policy1" is misleading. It means that Policy1 is not applied to Group3, rather than Group3 being blocked.
Incorrect answers:
B: Policy1 applies to Device2 as Policy1 is assigned to Group2.
C: Policy1 applies to Device1 as Policy1 is assigned to Group1. Policy1 also applies to Device2 as Policy1 is assigned to Group2.
D: Device3 is a member of Group3 only. Policy1 is not assigned to Group3.

References:
https://docs.microsoft.com/en-us/intune/app-protection-policies

QUESTION: 97
HOTSPOT
Your network contains an Active Directory domain that is synced to Microsoft Azure Active Directory (Azure AD).
You have a Microsoft Office 365 subscription. All computers are joined to the domain and have the latest Microsoft OneDrive sync client (OneDrive.exe) installed.
On all the computers, you configure the OneDrive settings as shown in the following exhibit.
Use the drop-down menus to select the answer choice that completes each statement based on the information presented in the graphic.

NOTE: Each correct selection is worth one point.

Answer Area

[answer choice] will sync automatically by using
OneDrive

To reduce the disk space used by a user profile, you must [answer choice].

Answer:
**Explanation:**
Box 1: Silently move known folders to OneDrive is enabled. Known folder include: Desktop, Documents, Pictures, Screenshots, and Camera Roll
Box 2: OneDrive Files On-Demand enables users to view, search for, and interact with files stored in OneDrive from within File Explorer without downloading them and taking up space on the local hard drive.

**References:**
https://docs.microsoft.com/en-us/onedrive/redirect-known-folders
https://docs.microsoft.com/en-us/onedrive/plan-onedrive-enterprise
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