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Answer: D 

QUESTION: 133 
The RSA Authentication Manager Report options help you to 

A. determine when file encryption fails. 
B. troubleshoot network logout problems. 
C. determine how long users are logged in. 
D. troubleshoot Authentication Agent activity. 

Answer: D 

QUESTION: 134 
Operation between Windows, Linux and UNIX platforms is supported by RSA Authentication 
Manager for which types of communications? (Choose two) 

A. Agent to Server 
B. Database Replication 
C. Primary to Replica Server 
D. Trusted Realm authentication 
E. Database server to Server Node 

Answer: A, D 

QUESTION: 135 

Which statements are true concerning RSA SecurID time-synchronous tokens? (Choose two) 


A. The typical tokencode change interval is 30 seconds. 
B. Token expiration dates are based on the first use of the token. 
C. UTC (Coordinated Universal Time) is used to calculate a tokencode. 
D. Administrators can change the number of digits that a token displays. 
E. Both the tokens and the RSA Authentication Manager calculate tokencodes. 

Answer: C, E 
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QUESTION: 136 
If Windows Password Integration is enabled, any RSA SecurID Fixed Passcode assigned to a 
user must contain the same number of characters as that user's Windows password. 

A. True 
B. False 

Answer: B 

QUESTION: 137 
The automatic time adjustment window of an RSA SecurID Key FOB token is 

A. plus or minus 1 tokencode interval. 
B. plus or minus 2 tokencode intervals. 
C. plus or minus 5 tokencode intervals. 
D. plus or minus 10 tokencode intervals. 

Answer: A 

QUESTION: 138 
How many RSA Authentication Manager servers can be in a single Instance (maximum) under 
an Enterprise license? 

A. 1 database server and a single Server Node 
B. 1 Primary server and up to 3 Replica servers 
C. 1 database server and up to 4 Server Nodes 
D. 1 Primary server and up to 15 Replica servers 

Answer: C 

QUESTION: 139 
An RSA Authentication Agent for Windows v 6.x and later can be configured 

44



 

 

   

A. to operate on Linux hosts. 
B. to ignore the Node Secret file. 
C. for Windows Password Integration. 
D. to use Kerberos tickets instead of Passcodes. 

Answer: C 

QUESTION: 140 
An RSA Authentication Manager administrator would edit an Identity Attribute parameter 

A. to ignore users with duplicate user names. 
B. to store additional user information in a user record. 
C. to specify an LDAP Bind DN and Bind DN password. 
D. when the LDAP server is not in the same domain as the RSA Authentication Manager 
server. 

Answer: B 
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